
MAKES MANAGEMENT OF USB

DEVICES SIMPLE

Blocks unauthorized USB devices from
being accessed in Windows. Requires
no set-up or configuration.

PROTECTS YOU FROM NEXT GEN. USB

ATTACKS WHERE ANTI-VIRUS FAILS

New USB attacks masquerade as trusted HID
devices like keyboards. From our lab tests,
Anti-Virus will probably not protect you.

REMOTE MANAGEMENT

Manage access to USB devices across
your entire fleet via our Cyber Detective
web Dashboard. 
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INDIVIDUAL USER ACCOUNTS

Restrict access to USB storage devices by
configuring individual accounts for  crew
members. 

REMOTE ALLOW LIST 

Upcoming Feature: Pre-authorize new USB
devices from shore before sending to vessels.
Effectively, creating your own white-list cloud
for USB.

BLOCK ALL UNKNOWN USB STORAGE

DEVICES

Unknown devices are automatically
blocked. Devices can be permitted for a
limited time or permanently.

PROTECTS ALL WINDOWS VERSIONS

Supports Windows 7, 10 (all generations), 11,
2008, 2012, 2016 and 2019 server.


